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- Errors $e(X) \in R$ are "short." What could this mean? Identify

$$
e(X)=\sum_{j=0}^{n-1} e_{j} X^{j} \quad \stackrel{(?)}{\longleftrightarrow} \quad\left(e_{0}, e_{1}, \ldots e_{n-1}\right) \in \mathbb{Z}^{n} .
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- Applications need $(+, \cdot)$-combinations of errors to remain short. Yes!
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Based on:
LPR'10 V. Lyubashevsky, C. Peikert, O. Regev.
"On Ideal Lattices and Learning with Errors Over Rings."
LPR'12 V. Lyubashevsky, C. Peikert, O. Regev.
"A Toolkit for Ring-LWE Cryptography."
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## In Any Cyclotomic. . .

$\checkmark$ For any $j,\left\|X^{j}\right\|_{2}=\sqrt{n}$ and $\left\|X^{j}\right\|_{\infty}=1$.

- Power basis $\left\{1, X, \ldots, X^{n-1}\right\}$ is not orthogonal (unless $m=2^{k}$ ).
- So in power basis, short elements can have long coeff vectors.
E.g., $\|e\|=\|1\|=\|X\|=\sqrt{n} \quad$ but $\quad e=1+X$.
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## Theorem

For any $m$, ring-LWE with error std. dev. $\alpha q \geq 6^{*}$ is (quantumly) as hard as $\tilde{O}(n / \alpha)$-SVP on any ideal lattice in $R$.
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$\star$ Since $\left\|e_{i}\right\|_{\infty} \approx \alpha q=6, m^{k-1} e$ has Gaussian std. dev. $\approx 6^{k} m^{k-1}$.
$\star$ So need $q \approx 6^{k} m^{k-1} \sqrt{n} \approx(6 m)^{k}$ to decrypt deg- $k$ ciphertexts.
Versus $q \approx \gamma^{k-1} n^{k}$ via expansion factor $\gamma \gg \sqrt{n}$.
$\Rightarrow \approx \gamma^{k-1}$ factor improvement in error rate.
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## Thanks!

