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Abstract:

Quantum computer in theory can break all the currently used public key 
cryptosystems such as RSA and ECC. Post-quantum cryptosystems are public key 
cryptosystems that have the potential to resist the future quantum computee
attacks. The focus of the talk will be multivariate public key cryptosystems, whose 
public keys are sets of multivariate polynomials over a small finite field. 


